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ASSISTANT SECRETARY OF DEFENSE (Command, Control, Communications & Intelligence)





MEMORANDUM FOR UNDER SECRETARIES OF DEFENSE


	ASSISTANT SECRETARY OF THE ARMY (RD&A)


	ASSISTANT SECRETARY OF THE NAVY (RD&A)


	ASSISTANT SECRETARY OF THE AIR FORCE (ACQUISITION).(SAF/AQ)


	DIRECTORS OF THE DEFENSE AGENCIES


	DIRECTOR, JOINT STAFF





SUBJECT:	Technical Architecture Framework for Information Management (TAFIM), Version 2.0


DATE:	March 30, 1995 





	My memorandum dated June 23, 1994 established the TAFIM as the single framework to promote the integration of Department of Defense (DoD) information systems, expanding the opportunities for interoperability and enhancing our capability to manage information resources across the Department.  The latest version of the TAFIM, Version 2.0, is complete and fully coordinated.  Version 2.0 consists of seven volumes as shown in the attachment.  The TAFIM will continue to guide and enhance the evolution of the Department’s information systems technical architectures.


	I want to reiterate two important points that I made in my June 1994 memorandum.  First, the Department remains committed a long range goal of an open systems environment where interoperability and cross functional integration of our system and portability/reusability of our software are key benefits.  The TAFIM establishes that direction.  Second, the further selection and evaluation of migration systems should take into account this long range goal by striving for conformance to the TAFIM to the extent possible.


	Effective immediately, new DoD information systems development and modernization programs will conform to the TAFIM.  Evolutionary changes to migration systems will be governed by conformance to the TAFIM


	The TAFIM is maintained the Defense Information Systems Agency (DISA) and is available electronically via the DISA On-Line Standards Library.  Hardcopy is available through the Defense Technical Information Center.  The TAFIM is an evolving set of documents and comments for improving may be provided to DISA at any time.  The DISA Action officer is Mr. Bobby Zoll, (703) 735-3552.  The OSD action officer is Mr. Terry Hagle, (703) 604-1486.





Emmett Paige, Jr. 


ATTACHMENT
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MEMORANDUM FOR


	SECRETARIES OF THE MILITARY DEPARTMENTS


		ATTENTION:  SERVICE ACQUISITION EXECUTIVES


	ASSISTANT SECRETARY OF DEFENSE (COMMAND, CONTROL, COMMUNICATIONS, & INTELLIGENCE)


	DIRECTOR, DEFENSE INFORMATION SYSTEMS AGENCY


	DIRECTOR, DEFENSE LOGISTICS AGENCY


	DIRECTOR FOR FORCE STRUCTURE, RESOURCES & ASSESSMENT, JOINT STAFF (J-8)


	DIRECTOR, TEST AND EVALUATION, OUSD(A&T)


	DEPUTY UNDER SECRETARY OF THE ARMY (OPERATIONS RESEARCH)


	DIRECTOR, NAVY TEST & EVALUATION & TECHNOLOGY REQUIREMENTS


	DIRECTOR, AIR FORCE TEST & EVALUATION





SUBJECT:	Software Maturity Criteria for Dedicated Operational Test and Evaluation of Software-Intensive Systems


REFERENCE:	GAO/NSIAD-93-198, “Test and Evaluation:  DoD Has Been Slow in Improving Testing of Software-Intensive Systems,” dated September 29, 1993


DATE:	May 31, 1994





	As a part of the Department’s initiative to address the General Accounting Office’s (GAO) recommendations on the Department’s test and evaluation policy of software-intensive systems, I am issuing the following guidance to establish the software maturity criteria for the dedicated OT&E (in support of full rate production decisions or deployment decisions) of software-intensive systems.  It is my intent to include this guidance in the revisions to the DoD 5000 and 8120 policy documents.


	To improve the success rate of OT&E for software-intensive systems, and to prevent immature software-intensive systems from entering OT&E, software maturity must be demonstrated prior to the start of the dedicated OT&E.  The following conditions must be satisfied and the results presented at the operational test readiness review that precedes the OT&E:





	a.  The system must not possess any know Priority I or II problems (as defined by the DoD-STD-2167A) that impact the OT&E so as to constitute a deficiency relative to a critical operational issue.  Priority III problems must be documented with appropriate impact analyses completed.  These impact analyses must focus on the problems’ potential impact to the system’s mission capability and the ability to resolve the affected critical operational issues.  After the problems and their associated impact analyses are reviewed by the functional proponent, operational test agency, and other participating organizations, recommendations on whether to proceed, delay, or cancel the OT&E can be made to the designated Service or Agency operational test certification official.


	b.  System functionality to be operationally tested and evaluated must be available prior to the start of OT&E and must have been developmentally tested.  In particular, the system features that are required to support specific requirements and the system interfaces that are required to interoperate with external systems must be certified to be functional, preferably in an operationally realistic environment (real users, data, procedures, etc.) against operational requirements.


	c.  The program management office in conjunction with the Service’s or Agency’s independent evaluator must identify all the unmet critical technical parameters and open deficiencies that have been noted during the developmental test and evaluation.  During certification of readiness for dedicated OT&E, the acquisition executive must certify and the operational test agency must agree that the software requirements and design are stable, that software and interface testing of sufficient depth and breadth has been performed, and that required functionality has been successfully demonstrated at the system level in developmental testing.  Impact analyses, on the shortfalls’ potential impact to the system’s mission capability and the ability to resolve the affected critical operational issues, must be completed.


	d.  A deficiency identification, tracking, and reporting system must be in place to support the monitoring of deficiency reports by the operational test agency.  Further, a software configuration management system with the associated control procedures must be in place prior to the start of OT&E.  Software-intensive systems to be operationally tested must be baselined in the configuration management system.  During the operational test phase, the operational test agency must have complete access to the configuration management system.


	e.  Software or firmware changes, if any, must be completed prior to the start of OT&E and must not be implemented during the OT&E unless specifically acknowledged and concurred by the responsible operational test agency.  The expected impact of these changes on the OT&E data stream and the evaluation of the critical operational issues must be addressed by the responsible operational test agency to assist in the decision to allow the change(s) during OT&E.





L.H. Frame for


Director








OFFICE OF THE ASSISTANT SECRETARY OF DEFENSE (C3I)


3300 DEFENSE PENTAGON


WASHINGTON, DC 20301-3300





MEMORANDUM FOR UNDER SECRETARIES OF DEFENSE


	COMPTROLLER OF THE DEPARTMENT OF DEFENSE


	ASSISTANT SECRETARY OF THE ARMY (RD&A)


	ASSISTANT SECRETARY OF THE NAVY (RD&A)


	ASSISTANT SECRETARY OF THE AIR FORCE ((ACQUISITION)(SAF/AQ))


	DIRECTORS OF THE DEFENSE AGENCIES


	DIRECTOR, JOINT STAFF





SUBJECT: 	Technical Architecture Framework for Information Management (TAFIM)


DATE:	June 23, 1994





	This memorandum affirms Department of Defense (DoD) commitment to the Technical Architecture Framework for Information Management (TAFIM).  Since January 1993, the TAFIM has served as the single framework to promote the integration of DoD information systems, thus expanding the opportunities for interpretability and enhancing our capability to manage information resources across the Department.  The TAFIM will guide the evolution of the Department’s information system technical architectures.


	As a long-range goal, the Department is fully committed to an open systems environment, enabling information systems to be developed, operated, and maintained independent of proprietary technical solutions.  The TAFIM establishes the direction for an open systems environment that focuses on a standards-based architecture critical to achieving interoperability and cross-functional integration.


	New DoD information systems development and modernization programs will conform to the TAFIM, Volume 1 - Implementation Concept, Volume 2 -Architecture Guidance and Design Concepts, Volume 3 -Reference Model and Standards Profile and subsequent forthcoming volumes.  The selection and evaluation of migration systems should take into account our long-range goal by striving for conformance to the TAFIM to the extent possible. As stated in my November 12, 1993 memorandum, “Selection of Migration Systems,” conformance to the TAFIM is a key technical factor to be considered in the selection of migration systems.  In addition, the evolutionary changes to migration systems will be governed by conformance to the TAFIM.  Requests for exceptions, with supporting rationale, should be forwarded to this office for consideration.


	The TAFIM is maintained by Defense Information systems Agency’s (DISA’s) Center for Architecture and is available through the National Technical Information Service (NTIS) and the Defense Technical Information Center (DTIC).  Attached are the DTIC accession numbers for each document.  The TAFIM is an evolving set of documents and comments for improving may be provided to DISA at any time.  The action officer for this matter is Mr. Terry Hagle, (703) 604-1486.





Emmett Paige, Jr.


ATTACHMENT





DTIC ACCESSION NUMBERS FOR TAFIM





DOCUMENT NUMBER	ACCESSION 


Implementation Concept, Vol 1	AD-A261 911


Architecture Guidance and Design Concepts, Vol 2	AD-A261 912


Reference Model and Standards Profile, Vol 3	AD-A261 913
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MEMORANDUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS


	CHAIRMAN OF
